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Already a long history

• Prague 2002

• Attacks on Estonia, 2007

• 2011, NATO Policy on Cyber

Defence

• 2014, Enhanced NATO Policy on 

Cyber Defence

• … and acknowledging publicly

inherent part of cyber in every

military conflict



NATO’s cyber „toolbox“

• Keeping its house in order

• Enhancing the cyber cooperation of

Allied military forces

• Information sharing

• Education, training and exercises

• And…

• CCDCOE



But…

• What about article 5?!?

• We affirm therefore that cyber defence is part of NATO's 

core task of collective defence. A decision as to when a 

cyber attack would lead to the invocation of Article 5 

would be taken by the North Atlantic Council on a case-

by-case basis. NATO Wales summit declaration, 

paragraph 72-73



https://www.youtube.com/watch?v=zpZDC

x7Aerw

https://www.youtube.com/watch?v=zpZDCx7Aerw
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