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Exam date and time?

02-23.01.2016

1.

2.

3.

About 10 questions, 2 hours!
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Course page

https://courses.cs.ttu.ee/pages/ITX8090
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Concept progress

loss
Legal obligations for IT security, data protection, business

continuity (for example data protection act, emergency act, etc …) 
and internal goals. 
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IT risk and information security management actions (analysis, 
assessments, overviews; changes in profiles and impact to risks, 

improvements in controls, need to audit, test etc …)
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IT RISK PROFILE

Threats, 
weaknesses, risk 

scenarios, risk 
owners

Probability, 
impact, risk 

assessments, risk 
matrices
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Risk price terms

SLE – Single Loss Expectancy

SLE = AV (Asset Value) * EF 
(Exposure Factor)

ALE – Annualized Loss Expectancy

ALE = SLE * ARO (Annualized Rate of 
Threat Occurrence)



CRISC



I Risk Identification

1. Identify the universe of IT risk to contribute to
the execution of the IT risk management
strategy in support of business objectives and 
in alignment with the enterprise risk 
management (ERM) strategy.

2. Collect and review information, including
existing documentation, regarding the
organization’s internal and external business
and IT environments to identify potential or
realized impacts of IT risk to the organization’s
business objectives and operations.

3. Identify potential threats and vulnerabilities to
the organization’s people, processes and 
technology to enable IT risk analysis.



I Risk Identification

4. Develop a comprehensive set of IT risk scenarios
based on available information to determine the
potential impact to business objectives and 
operations.

5. Identify key stakeholders for IT risk scenarios to help
establish accountability.

6. Establish an IT risk register to help ensure that
identified IT risk scenarios are accounted for and 
incorporated into the enterprise-wide risk profile.

7. Identify risk appetite and tolerance defined by senior
leadership and key stakeholders to ensure alignment
with business objectives.

8. Collaborate in the development of a risk awareness
program, and conduct training to ensure that
stakeholders understand risk and to promote a risk-
aware culture.



II IT Risk Assessment

9. Analyze and evaluate IT risk to determine the
likelihood and impact on business objectives to
enable risk-based decision making.

10. Analyze risk scenarios based on organizational
criteria (e.g., organizational structure, policies, 
standards, technology, architecture, controls) 
to determine the likelihood and impact of an
identified risk.

11. Identify the current state of existing controls
and evaluate their effectiveness for IT risk 
mitigation.



II IT Risk Assessment

12. Review the results of risk and control analysis
to assess any gaps between current and 
desired states of the IT risk environment.

13. Ensure that risk ownership is assigned at the
appropriate level to establish clear lines of 
accountability.

14. Communicate the results of risk assessments to
senior management and appropriate
stakeholders to enable risk-based decision
making.

15. Update the risk register with the results of the
risk assessment.



III Risk Response and Mitigation

16. Determine risk response options and evaluate
their efficiency and effectiveness to manage 
risk in alignment with business objectives.

17. Consult with risk owners to select and align
recommended risk responses with business
objectives and enable informed risk decisions.

18. Consult with, or assist, risk owners on the
development of risk action plans to ensure that
plans include key elements (e.g., response, 
cost, target date).

19. Consult on the design and implementation or
adjustment of mitigating controls to ensure
that the risk is managed to an acceptable level.



III Risk Response and Mitigation

20. Ensure that control ownership is assigned to
establish clear lines of accountability.

21. Assist control owners in developing control
procedures and documentation to enable
efficient and effective control execution.

22. Update the risk register to reflect changes in 
risk and management’s risk response.

23. Validate that risk responses have been
executed according to the risk action plans.



IV Risk and Control Monitoring and 
Reporting

24. Continuously monitor and report on IT risk and 
controls to relevant stakeholders to ensure the
continued efficiency and effectiveness of the IT 
risk management strategy and its alignment to
business objectives.

25. Define and establish key risk indicators (KRIs) 
and thresholds based on available data, to
enable monitoring of changes in risk.

26. Monitor and analyze key risk indicators (KRIs) 
to identify changes or trends in the IT risk 
profile.

27. Report on changes or trends related to the IT 
risk profile to assist management and relevant 
stakeholders in decision making.



IV Risk and Control Monitoring and 
Reporting

28. Facilitate the identification of metrics and key
performance indicators (KPIs) to enable the
measurement of control performance.

29. Monitor and analyze key performance
indicators (KPIs) to identify changes or trends
related to the control environment and 
determine the efficiency and effectiveness of 
controls.

30. Review the results of control assessments to
determine the effectiveness of the control
environment.

31. Report on the performance of, changes to, or
trends in the overall risk profile and control
environment to relevant stakeholders to enable
decision making.



Continuous monitoring

The events increase risk

• Incident happened: the likelihood of its 
recurrence

• Key person leave: the loss of know-how

• Technological innovation: the interfaces to 
the existing infrastructure

The events mitigating risk

• Testing: successful

• The audit's assessment: positive 
assessment

• Apply additional measures: reduce the risk



Continuous monitoring

• Key Risk Indicator, also known as a KRI, 
is a measure used in management to 
indicate how risky an activity is. It differs 
from a 

• Key Performance Indicator (KPI) in that 
the latter is meant as a measure of how 
well something is being done while the 
former is an indicator of the possibility of 
future adverse impact. KRI give us an early 
warning to identify potential event that may 
harm continuity of the activity/project.



Audit



Audit types

• Compliance audit - IT organization is in 
compliance with current legislation, standards, 
good practices etc;

• Information security audit - information security 
risks are adequately assessed and adequate 
measures have been implemented to manage 
risks;

• Infrastructure audit - the infrastructure is built 
according to the needs and comprehensively, the 
administrative procedures have been 
implemented correctly;

• Process audit - for example, information systems 
development process has been developed and 
implemented, the development process will 
ensure adequate solutions to a reasonable use of 
resources.



Audit types

Risk-based IT Audit

• Identification of high-risk areas (audit 
resource planning);

• The confidentiality, integrity and availability 
needs;

• Supervision of IT activities;

• Assess the adequacy of processes and 
controls;

• Determine compliance with IT regulations;

• Require implementation of the 
improvements.



ISACA

Control development and implementation

• Based on business needs;

• The optimal level of clarification;

• Testing (effectiveness and efficiency);

• Implementation;

• Check measurement criteria;

• If possible automation;

• Necessary documentation, training;

• Enforcers confirmations.



ISACA

Control monitoring

• Testing;

• Documentation review;

• Detection of corrections;

• Implementation of corrections;

• Reporting.



Control object

• Whole organization, IT, business process;

• What is evaluated? Effectiveness, safety, 
compliance;

• What metrics / scale is used? Renewal of the 
systems, the number of regulations to be 
developed;

• Sufficient, insufficient - on the basis of 
what?

• The criteria for the test.



Test

Compliance testing/test of controls

An audit procedure designed to evaluate the 
operating effectiveness of controls in 
preventing or detecting and correcting 
material weaknesses. Examples of compliance 
testing of controls, where sampling could be 
considered, include user access rights, 
program change control procedures, procedure 
documentation, program documentation, 
follow-up on exceptions, review of logs and 
software licences audits.



Sampling

Audit sampling

The application of audit procedures to less 
than 100 percent of the items within a 
population to obtain audit evidence about a 
particular characteristic of the population.



Auditor

What should be?

• Independent;

• Competent;

• Correct;

• Ethical;

• ...



Auditor (CISA)

What should know?

• Domain 1—The Process of Auditing 
Information Systems (14%)

• Domain 2—Governance and Management of 
IT (14%)

• Domain 3—Information Systems 
Acquisition, Development and 
Implementation (19%)

• Domain 4—Information Systems 
Operations, Maintenance and Support 
(23%)

• Domain 5—Protection of Information Assets 
(30%)



Auditor (CISA)

What should do?

• Successful completion of the CISA 
examination;

• Submit an Application for CISA Certification;

• Adherence to the Code of Professional 
Ethics;

• Adherence to the Continuing Professional 
Education Program;

• Compliance with the Information Systems 
Auditing Standards.



Auditor (CISA)

How to make shore?



Audit procedure

• Audit object - the area where ...

• Audit objective - to establish whether ...

• Audit Scope - systems ...

• Procedures - how to collect data?

• Procedures - how to validate the results?

• Treatments - how communicate the results?

• The audit report – findings …



Audit procedure

Planning

• Purpose - why is it necessary to organize an 
audit and what it seeks to achieve?

• The resource needs - especially the time, 
people, including the audited resources?

• Milestones - what steps are carried out in 
the course of the audit in order to achieve 
the desired objectives?



Audit procedure

Communication

• Its purpose is to communicate plans and 
share information;

• The presentation of the team and workflow;

It is not intended to provide time to make 
improvements!



Audit procedure

Conduct audit

Audit activities are carried out according to the 
plan:

• Collect materials;

• Carried out interviews with relevant staff,

• Surveys;

• Tests.



Audit procedure

Reporting results

• The results of the audit are usually 
formulated as report;

• The results shall be announced (auditee 
comments and propose how to solve 
problems);

• If necessary, follow-up (problematic areas).



Audit task

An IT Infrastructure audit should cover for example the 
following:

1. Asset listing of your hardware to support budgeting, 
planning and management; 

2. A list of software installed on each machine; 

3. Appropriateness of hardware in each machine and 
how this impacts upon performance; 

4. The version of operating system, security, and 
patching done; 

5. Analysis of the network design; 

6. Server hardware: appropriateness, performance, and 
levels of redundancy; 

7. Analysis of the security environment (software, 
policies and procedures); and 

8. Back-up systems: hardware, software, data 
management, and disaster recovery planning.



Example

Course materials/it-audit-example.pdf


Practice

Exercise X

Exercises/Exercises 10-11/ISO27k Guideline on ISMS audit v1.docx
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